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Защита детей от агрессивной информации в Интернете является чрезвычайно актуальной задачей государственной политики России. Защита безопасности, нравственного и психологического здоровья детей является важной частью профилактики преступности в целом, в особенности преступлений против несовершеннолетних и насилия, совершаемого самими несовершеннолетними.

В современном интернет пространстве одной из разновидностей угрозы выделяют **кибербуллинг** - иными словами травля онлайн.

В Российской Федерации существует Федеральный закон от 29.12.2010 N 436-ФЗ (ред. от 01.05.2019) "О защите детей от информации, причиняющей вред их здоровью иразвитию", который регулирует отношения, связанные с защитой детей от информации, причиняющей вред их здоровью и(или) развитию, в том числе от информации в сети интернет. К сожалению, законодательство не совершенно, поскольку в настоящее время для защиты от **кибербуллинга** несовершеннолетних нет специальных правовых механизмов. Поэтому достаточно остро стоит вопрос о защите от **кибербуллинга** ииных форм онлайн­преследований несовершеннолетних.

## В большинстве случаев защита от подобного поведения, которое при этом не всеrда является противоправным, ложится на самих родителей несовершеннолетних.

В связи с этим, приводим некоторые признаки **кибербуллинга** в отношении несовершеннолетних:

* изменения в том, как подросток обращается с устройствами: например, внезапно прекращает их использование, пользуется ими втайне от всех или не может выйти из сети
* изменения в поведении подростка: подавленное настроение, уход в себя, неоправданная агрессия, отсутствие желания заниматься тем, что обычно нравится делать
* физические симптомы: головная боль, расстройство желудка или снижение аппетита
* подросток отказывается говорить о том, чем занимается в сети, с кем там общается.

**Травля в интернете напоминает обычную словесную перепалку, только последствия ее могут быть более плачевными из-за анонимности интернета.**

**Кибербуллинг** жестоко вторгается в личное пространство. Если агрессор анонимный, отследить источник и прекратить травлю затруднительно. Существует много видов кибербуллинга: посредством электронной почты, текстовых сообщений, сообщений в социальных сетях.

**Кибербуллинг** довольно распространен среди детей и подростков, но есть способы снизить риск и ограничить воздействие. Специально для этого мы подготовили информационную памятку.